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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes a solution for Key Issue #2.
1	Discussion
This paper is a new solutions for Key Issue #2 - Identification, Subscription, Registration and Connection management.
2	Proposal
It is proposed to include the following changes in TR 23.700-13.

[bookmark: _Toc93073650]		* * * * Start of Changes – All New Text * * * *
[bookmark: _Toc157674380][bookmark: _Toc157682321]6.x	Solution #x: UE assisted paging for AIoT Devices
[bookmark: _Toc157674382][bookmark: _Toc157682323]6.x.1	Functional Description
This solution applies to Key Issue #2 "Identification, Subscription, Registration and Connection management". 
This solution proposes that a UE (i.e., intermediate node) handles paging and communication on behalf of AIoT devices using a network-assigned virtual TMSI (VTMSI). The UE receives the VTMSI when registering for AIoT devices paging and communication assistance. The UE then establishes a PDU Session used for the AIoT devices communication which the AMF and UE associates with the VTMSI. The UE monitors paging using the VTMSI to receive downlink data (e.g., command) for the AIoT devices. When paged with the VTMSI, the UE performs the Service Request including the PDU Session ID used for the AIoT service. The UE forwards the data received via the PDU Session to and from the AIoT devices (e.g., using AIoT devices supported RAT). 
[bookmark: _Toc157674383][bookmark: _Toc157682324]6.x.2	Procedures
The figures below describes the procedures (Registration, PDU Session establishment, network triggered Service Request) with enhancements to support AIoT devices paging and communication assistance by an UE.
Figure 6.x.2-1 below shows the UE Registration and PDU Session establishment procedures for an UE. 


[bookmark: _CRFigure4_16_7_21]Figure 6.x.2-1: UE Registration and PDU Session establishment procedures

0. 	During Registration, the UE is authorized in the network (e.g. by the UDM/UDR) to act as an UE for an AIoT service. The authorization information included in the subscription data includes the AIoT Service ID. The UE performs an initial Registration procedure providing its AIoT assistance capabilities. The UE is provisioned by a PCF with a policy authorizing the UE for paging and communication assistance for the AIoT Service ID.
1. 	Based on AIoT authorization policy (e.g., when AIoT devices paired), the UE sends a Registration request message including an AIoT paging and communication assistance request indication and the AIoT Service ID the UE wishes to provide assistance for.
2. 	The AMF checks that the UE is authorized as UE for the provided AIoT Service ID based on subscription information. If the device is authorized the AMF allocates a virtual temporary identifier (VTMSI). The VTMSI can be in the form of a 5G-S-TMSI to be used in Paging and Service Request procedures. The AMF stores the VTSMI in the UE Context along with the associated AIoT Service ID. 
3. 	The UE receives from AMF a Registration Response message including the VTMSI associated with the AIoT Service ID provided by the UE in the Registration Request.
4. 	The UE stores the VTMSI along the AIoT Service ID and starts monitoring for AIoT device paging using the VTMSI. 
NOTE: 	The UE performs regular monitoring for its own paging using its 5G-S-TMSI (e.g., for non-AIoT data services).
5. 	The UE establishes a PDU Session for the AIoT service. The UE sends the VTMSI to the AMF in the NAS message to the AMF that carries the PDU Session Establishment Request or provides a DNN/S-NSSAI combination used for the AioT service. If VTMSI is provided, the AMF can determine a DNN/S-NSSAI combination for the AIoT service (stored in 2b) based on UE’s subscription information or location configuration and provide the DNN/S-NSSAI combination to the SMF when the PDU Session Establishment Request is sent to the SMF. 
6. 	The AMF associates the VTMSI with the PDU Session ID (SM Context).
7. 	The UE receives a PDU Session Establishment Accept confirming that UE is authorized to send and receive data on behalf of AIoT devices. The UE associates the PDU Session Id with the AIoT Service ID. The UE is ready to handle paging and receipt of downlink data for the AIoT devices.

Figure 6.x.2-2 below shows the network-triggered Service Request procedure for the UE


Figure 6.x.2-2: Network triggered service request for UE
0. 	The UE is authorized by the network to act as an UE for an AIoT service. The UE has established a PDU Session for the AIoT service communication. The AIoT application on the UE has established communication with the AIoT AS.
1. 	The AS sends some downlink data to the UE destined for the AIoT devices.
2. 	The UPF detects and notifies the SMF of the arrival of a downlink packet destined for the PDU Session of the IoT Assistant UE.
3. 	The SMF requests AMF transfer of downlink message to UE/RAN providing the PDU Session ID. 
4. 	The AMF determines the message is for a PDU Session used for AIoT devices communication based on the PDU Session ID, associates stored AIoT Service ID, and retrieves the associated VTMSI.
5. 	The AMF sends a paging message to RAN to page the UE identified by VTMSI. RAN sends a paging message to the UE including the VTMSI.
6. 	The UE detects the paging for its VTMSI and determines that it needs to receive incoming downlink data for the AIoT devices on the PDU Session established for the AIoT service. 
7. 	The UE sends a service request message and includes the PDU Session Id for the AIoT service in the list of PDU Sessions to request the re-establishment of RAN/CN communications resources.
8. 	Following the completion of Service Request the AMF sends a UE Configuration Command message including optionally a new VTMSI to be used for a future AIoT service paging. 
9. 	The UE receives downlink data for the AIoT devices. The UE transmits the data to the devices using the applicable AIoT RAT.
[bookmark: _Toc157674384][bookmark: _Toc157682325]6.x.3	Impacts on existing services, entities, and interfaces
UDM/UDR:
· Stores/Provides: AIoT Assistance Authorization information
PCF:
· Provisions UE with AIoT Assistance Authorization policy 
AMF:
· Checks for AIoT Assistance Authorization from UDM
· Allocates and Sends VTMSI to authorized UE (Registration Accept)
· Pages UE using VTMSI
UE (AIoT Assistant):
· Receives from PCF and applies authorization policy to operate as AIoT Assistance UE
· Sends to AMF: 
-	AIoT Assistance Capabilities and AIoT Service ID (Registration Request)
-	VTMSI (NAS message for PDU Session Establishment request)
· Receives VTMSI from AMF 
· Monitors and receives paging messages for VTMSI.

* * * * End of Changes * * * *
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